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SUMMARY RECOMMENDATION

ActCode_ActPrivacyLaw.a)HIPAAConsent has erroneous code.  Should not have “a)” in the code.Mark erroneously implemented a
)HIPAAConsent as “inactive”. Add new replacement “HIPAAConsent” (HIPAA Consent).
VOCABULARY OBJECTS CHANGE SUMMARY
<<REQUIRED – fill in the numbers in the rightmost three columns that total the number of vocabulary changes in the proposal.  This is used to cross-check the accuracy of capturing and applying the requested changes>>
	Abbrev.
	Description
	# to add
	# to remove
	# to change

	S
	Code Systems
	
	
	

	C
	Concept Codes in a Code System
	1
	1
	

	V
	Value Sets
	
	
	

	E
	External Terminology*
	
	
	


*please note that if external terminology elements (non-HL7 such as LOINC, SNOMED, ICD, etc.) are to be added or updated, the Harmonization External Terminology Request form must be also filled out and submitted with the harmonization request.
	POSITION OF CONCERNED ORGANIZATIONS:

<<REQUIRED - This table should contain one row for each organization (e.g., TC, SIG, other SDO) known to be interested, and should outline any consultation with – and feedback from – the organization.  Overwrite the examples below. >>

	ORG
	RECOMMENDATION APPROVAL STATUS
	AFFECTED ELEMENTS OF INTEREST TO ORG

	CBCP WG

Sponsor
	Initial submission approval 2019-11-12 CBCP Meeting Agenda/Minutes 
 

Final submission approval 2019-11-19 CBCP Meeting Agenda/Minutes
	Security Labels

	Security WG

Cosponsor
	Submission of initial approved 2019-10-22 Security WG Agenda/Minutes 
Final submission approval 2019-11-19 Security Agenda/Minutes 

	Security Labels


ISSUE:

Simple misimplementation of the requested code.  Should be HIPAAConsent, not a)HIPAAConsent.
CURRENT STATE:

[image: image1.png]ActPrvacyPolicy
- _ActConsentDirective
A _ActPrivacylLaw

. L 22CFRPar (42 CFR Panz)
'L &) HIPAAConsent (HIPAA Consent)
'L CommanRule {(Common Rule)
'L HIPAAAuth (HIPAA Authorization for Disclosure)
'L HIPAANOPP (HIPAA natice of privacy practices)
'L HIPAAPsyNotes (HIPAA psychotherapy notes)
'L HIPAAROA (HIPAA Right of Access)
'L HIPAASElPay (HIPAA self-pay)
'L Title38Section?332 (Title 38 Section 7332)




OPTIONS CONSIDERED:

Leave as is, which will confuse US implementers.  
RATIONALE:

Fix obvious implementation error.
RECOMMENDATION DETAILS:

Make the following code inactive: ActCode_ActPrivacyLaw.a)HIPAAConsent
At ActCode_ActPrivacyLaw.HIPAAConsent add:
Leaf Concept

HIPAAConsent (HIPAA Consent)

Description:

HIPAAConsent (HIPAA Consent)

Description:

A code representing U.S. Public Law 104-191 Health Insurance Portability and Accountability Act (HIPAA) Privacy Rule (45 CFR Section 164.522), which stipulates the process by which a covered entity seeks agreement from an individual regarding how it will use and disclose the individual's protected health information for treatment, payment, and health care operations is termed a "consent" .
The Privacy Rule permits, but does not require, a covered entity to voluntarily obtain patient consent for uses and disclosures of protected health information for treatment, payment, and health care operations. Covered entities that do so have complete discretion to design a process that best suits their needs. From https://www.hhs.gov/hipaa/for-professionals/faq/264/what-is-the-difference-between-consent-and-authorization/index.html. The provisions relating to consent are largely contained in Section 164.522 Rights to request privacy protection for protected health information https://www.gpo.gov/fdsys/pkg/CFR-2017-title45-vol1/pdf/CFR-2017-title45-vol1-sec164-522.pdf. 

Usage Note: Used to indicate the legal authority for assigning security labels to governed information. In this case, where collection, access, use, or disclosure of healthcare information is governed by 45 CFR Section 164.522 use 'HIPAAConsent' as the security label policy code.

Since information governed by a 45 CFR Section 164.522 has a level of confidentiality protection that is more stringent than the normal level of protection under HIPAA 45 CFR Section 164.506 Uses and disclosures to carry out treatment, payment, or health care operations https://www.gpo.gov/fdsys/pkg/CFR-2017-title45-vol1/pdf/CFR-2017-title45-vol1-sec164-506.pdf, assign the HL7 Confidentiality code 'R' (restricted).

TEXT File to deal with weird MSFT characters:

At ActCode_ActPrivacyLaw.HIPAAConsent add:

Leaf Concept

HIPAAConsent (HIPAA Consent)

Description:

HIPAAConsent (HIPAA Consent)

Description:

A code representing U.S. Public Law 104-191 Health Insurance Portability and Accountability Act (HIPAA) Privacy Rule (45 CFR Section 164.522), which stipulates the process by which a covered entity seeks agreement from an individual regarding how it will use and disclose the individual's protected health information for treatment, payment, and health care operations is termed a "consent". 

The Privacy Rule permits, but does not require, a covered entity to voluntarily obtain patient consent for uses and disclosures of protected health information for treatment, payment, and health care operations. Covered entities that do so have complete discretion to design a process that best suits their needs. From https://www.hhs.gov/hipaa/for-professionals/faq/264/what-is-the-difference-between-consent-and-authorization/index.html. The provisions relating to consent are largely contained in Section 164.522 Rights to request privacy protection for protected health information https://www.gpo.gov/fdsys/pkg/CFR-2017-title45-vol1/pdf/CFR-2017-title45-vol1-sec164-522.pdf. 

Usage Note: Used to indicate the legal authority for assigning security labels to governed information. In this case, where collection, access, use, or disclosure of healthcare information is governed by 45 CFR Section 164.522 use 'HIPAAConsent' as the security label policy code.

Since information governed by a 45 CFR Section 164.522 has a level of confidentiality protection that is more stringent than the normal level of protection under HIPAA 45 CFR Section 164.506 Uses and disclosures to carry out treatment, payment, or health care operations https://www.gpo.gov/fdsys/pkg/CFR-2017-title45-vol1/pdf/CFR-2017-title45-vol1-sec164-506.pdf, assign the HL7 Confidentiality code 'R' (restricted).

DISCUSSION:

<< OPTIONAL - Any additional information needed to understand, evaluate or implement the recommendation, such as model fragments or other context that demonstrates use of the requested change.  Include implications.>>

ACTION ITEMS:

<< REQUIRED - Actions needed to address this recommendation.  Minimal recommended action item is: "M&M to implement recommendation".>>

RESOLUTION:

<< REQUIRED before recommendation can be closed.  Indicates how recommendation was brought to closure. Can include notes on further study or networking required, and by whom.>>

� identifier by which proposal is known to sponsor


� must be sponsored by an HL7 TC, the HL7 International Committee, an HL7 SIG, or an ANSI or ISO accredited SDO


� for sponsor tracking only; not for Harmonization identification


� for sponsor tracking only, Sponsor’s status must be “Approved” for submission to Harmonization





�Acceptable With Mod.    Note that code strings cannot be 'revised'.   Codes are not removed either; they must be marked as 'inactive' or 'retired' and are replaced by the new code value. The proposal should be updated to reflect this reality.





