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F.1 SAMPLE RFP FOR AN APPLICATION INTERFACE ENGINE

This appendix contains a Request for Proposal (RFP) for the selection of an Application Interface Engine (AIE) for the fictitious St. Anybody’s Medical Center. The RFP is meant to serve as a model for developing your own RFP. Successful selection of an AIE is dependent upon how well the requirements in your RFP reflect the needs of your environment and on the evaluation of the product’s ability to meet these requirements. 

Several paragraphs of the model RFP have been left blank. These sections are purely site specific and it is left up to members of the organization to determine what information should be included. Most of these paragraphs are in sections II through V. These sections contain a description of the organization, its systems, its strategic direction, how the selection process will be conducted and how the AIE will be implemented. Italicized words in the RFP are meant to be substituted with words appropriate to the organization and the selection process.

St. Anybody’s Medical Center 

Request for Proposal for an Application Interface Engine
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F.1.1 Introduction

This is a Request for Proposal (RFP) for an Application Interface Engine (AIE) for St. Anybody’s Medical Center (SAMC). The remainder of this RFP is divided into the following sections:

F.1.2
Background and Strategic Direction

This section includes information regarding St. Anybody’s Medical Center, the current systems environment, and the project approach.

F.1.3
Instructions, Scope and Methodology

This section includes instructions for responding to the RFP, an overview of the selection timetable, the scope of the RFP, and a description of the evaluation methodology.

F.1.4
Current Operational and Technical Environment

This section describes the current operational environment and the strategic IS direction that St. Anybody’s Medical Center intends to pursue.

F.1.5
Proposed Environment and Development Plan

This section describes the proposed interface environment and the plan for implementing interfaces on the selected AIE.

F.1.6
Vendor Information

This section includes questions regarding the vendor's organization, contractual and warranty specifications, system support and maintenance, installation support and system documentation and training.

F.1.7
Application Interface Engine Features and Functionality

This section defines specific functional requirements for the AIE.

F.1.8
Hardware/Operating System Technical Specifications

This section addresses the system architecture, performance and security requirements for the AIE.

F.1.9
Hardware and Software Cost Schedules

This section includes schedules which are designed to provide St. Anybody’s Medical Center with complete and detailed cost information including the cost of hardware, software, ongoing maintenance, modifications, documentation, installation assistance, cabling, shipping, and taxes.

F.1.2 Background and Strategic Direction

F.1.2.1  Current Environment

· Inpatient Care

· Ambulatory Care

· SAMC In the Community

· Emergency Care

· Volunteers

F.1.2.2 Strategic Direction

F.1.3 Instructions, Scope and Methodology

F.1.3.1 Project Objectives and Scope of the Request for Proposal

The primary objective of this project is for the Information Services Department to select an application integrator that will allow the hospital to effectively and quickly interface multiple, disparate information systems.

The primary scope of this proposal is to define, evaluate, and select an Application Interface Engine that performs the following objectives:

· Supports long term IS strategies laid out in the information technology plan.

· Provides system-to-system interfaces (“back-end” integration).

· Allows for adding and removing of applications and/or platforms.

· Builds in redundancy of both hardware and software.

· Provides interface monitoring and management capabilities.

· Provides easy to use development tools.

· Provides a common user interface (“front-end” integration), if possible.

F.1.3.2 Vendor Requirements/Instructions

1. RFP Response

2. Please respond completely to Sections VI, VII, VIII and IX. The majority of the questions in these sections require a narrative response. Section IX contains the cost schedules. Each section introduction specifies the required response format. These instructions must be followed exactly. Failure to respond in the format requested may be cause for elimination.

3. Use of Vendor Proposal and Accompanying Material 

4. All material submitted by the vendor becomes the property of St. Anybody’s Medical Center and may be evaluated by any employee or agent of St. Anybody’s Medical Center. St. Anybody’s Medical Center reserves the right to proceed or not to proceed with plans to acquire an AIE. All proprietary information provided by vendors will be treated as confidential.

5. On-Site Walk-Throughs and Demonstrations

Vendors will be scheduled for a number-hour on-site walk-through and system demonstration during month ________.  The purpose of this step is to:

· Allow vendors the opportunity to ask questions and clarify any issues related to the RFP.

· Provide an overview of the physical layout of the site.

· Allow St. Anybody’s Medical Center to more fully understand the products being proposed.

Each vendor will be required to have the appropriate staff on-site to:

· Provide background on the company.

· Provide a conceptual overview of how the proposed product will meet St. Anybody’s Medical Center needs.

· Conduct a detailed demonstration of the product and the interface development tools being proposed for St. Anybody’s Medical Center.

The goal of this session is to provide as much product and site information to both the vendor and the hospital to ensure a more thorough and complete RFP response and evaluation.

F.1.3.3 Number of Proposals

Please submit four copies each of all materials to the following address by date __________.  We request that one copy of the responses be delivered in electronic format (Microsoft Word 6.0 or 7.0 is preferred).

1. Name of Individual

2. Tide of Individual

3. Address

4. Phone number

To assist in the response process, St. Anybody’s Medical Center has provided a diskette containing the body of this RFP. This RFP has been created in Microsoft Word 6.0 or 7.0.
The award of the contract, if any, will be based upon evaluation criteria developed by St. Anybody’s Medical Center and the manner in which each proposal meets the evaluation criteria will be determined by St. Anybody’s Medical Center, at its discretion.

All inquiries regarding the RFP and selection process should be directed to       name     at the address provided above.
F.1.3.4 Project Timetable

All RFP responses will be evaluated by a team whose members represent the Information Systems Department of St. Anybody’s Medical Center and ___name, if applicable, Consultant to St. Anybody’s Medical Center for this selection process. Each vendor will be notified of the outcome of the review of its response. The anticipated timetable for the evaluation process and subsequent project activity is summarized below:

1. Begin Date - End Date 
Conduct reference checks

2. Date
Distribute request for proposal

3. Begin Date - End Date
Vendor response period

4. Begin Date - End Date
Schedule on-site walk-throughs and demos

5. Date
Receive vendor responses

6. Begin Date - End Date
Complete vendor evaluations and select systems for further review

7. Begin Date - End Date
Conduct vendor demos

8. Begin Date - End Date
Conduct site visits

9. Date
Select vendor of choice

F.1.4 Current Operational and Technical Environment

F.1.4.1 Current Information Systems Environment

The current systems environment is...

The primary development language is...

F.1.4.2 Strategic Technological Direction

St. Anybody’s Medical Center is pursing a strategy of selecting "best of breed" solutions, especially those with good interoperability characteristics. This strategy anticipates solutions built on standards and protocols, or systems with the ability to intemperate with system built on standards and protocols. The strategy favors robust platforms with good to excellent fault tolerance, scaleable architectures, and broad networking options.

Included in this direction is implementing:

· An Application Interface Engine (AIE)

· A Common User Interface (CUI)

· Connectivity to community physician systems

F.1.4.3 Application Systems Environment

Applications currently supported include:

Application

Vendor

Product Name
Release/Version
Hardware PLATFORM
Facility(s) Using this System

COMMENTS

ADT/OP Registration







Medical Records







Patient Billing/Credit and Collection







General Accounting







PayrolI/Personnel







Charge Entry







Order Communication







Outpatient Scheduling







Nursing Acuity







Laboratory







Radiology







Pharmacy - Retail







Pharmacy - Inpatient







Operating Room







Nurse Scheduling







F.1.4.4 Application Interface Environment

Current Application Interfaces 

The following point-to-point interfaces are currently installed):


Sending System
Receiving System

Type
Comm. Protocol
Record Size
Record Volume

1 







2 







3 







4 







5 







6 







7 







8 







9 







10 







11 







12 







13 







14 







The following downloads are used to interface with foreign applications through magnetic media:


Sending System
Receiving System
media
Frequency
Record Size
Record Volume

1 







2 







3 







4 







5 







Future Application Interfaces

Point-to-point interfaces that will be installed in the future include, but are not limited to:


Sending System
Receiving System

Type
Comm. Protocol
Record Size
Record Volume

1 







2 







3 







4 







5 







6 







7 







8 







9 







10 







11 







12 







13 







14 







F.1.4.5 Network Environment

1.  Local Area Network

a. a.  Current Network

b. b.  Plans/Strategy

2.
Wide/Metropolitan Area Network

c. a.  Current Network

d. b.  Plans/Strategy

F.1.5  Proposed Environment and Development Plan

F.1.5.1 Proposed Environment

The proposed AIE environment at St. Anybody’s Medical Center will ultimately include all of the interactions represented in the three Data Interaction Matrices that follow, as well as the future interfaces described in Section IV.C. The future interfaces will certainly not be limited to those identified in this document. Rather, we estimate that the number of interfaces could increase by 100-200 percent over the useful life of the AIE, with an attendant but unknown increase in interface traffic. All interfaces will be routed through the AIE. While the initial focus will be to migrate existing point-to-point interfaces to the AIE, new interfaces will probably be implemented concurrently.

The matrices included in this section divide existing interfaces into three development categories. These categories are described and itemized in Section V.B. The last category includes specifics on anticipated near-term interfaces. Please note that inclusion in a particular category does not imply any temporal relationship, with the possible exception of Category I.

While St. Anybody’s Medical Center is open to most hardware/operating systems platforms, it does have preferences. For specifics regarding existing interfaces to be transferred to the AIE, please refer to Section IV.C.

F.1.5.2 Development Plan

Applications will be phased into the AIE, not necessarily in order by their categories. However, Category I interfaces have been targeted for installation early in the life of the AIE. Phases of installation after Categories I through III will be determined by the business needs of St. Anybody’s Medical Center. Sizing should focus on the first three categories, but information regarding future growth implications should be included. Guidelines for cost information are included in Section VIII.

F.1.5.2.1 Interface Categories

Future interfaces have been categorized by the impact their implementation will have on St. Anybody’s Medical Center processes. Categories I through III represent a phased implementation of the AIE. Category IV lists interfaces that St. Anybody’s Medical Center recognizes a need for but has not yet addressed.

a. Category I Interfaces

b. Interfaces included in the first category should be completed in the first 90-120 days of implementation. They include the following:

c. Category II Interfaces

d. Interfaces included in this category are expected to be completed in phase 2 (within 120-150 days of implementation). They include the following:

e. Category III Interfaces

f. Interfaces included in this category are expected to be completed in phase 3 (within 150-180 days of implementation). They include the following:

· Downloads to Magnetic Media

g. Category IV Interfaces

h. These are interfaces that are known to be necessary in the near term, but have not been analyzed and designed. The time-frames for implementation are also yet to be determined. They include the following:

F.1.5.2.2 Data Interaction Matrices

The following Matrices summarize the types of information to be transferred across the interfaces in each category. The following codes have been used:

A = A/D/T
M = Clinical/Abstract Data
F = Financial Management

C = Charges
H = HR/Payroll


S = Statistical

Category I Interactions

TO:

FROM:





























Category II Interactions

TO:

FROM:





























Category III Interactions

TO:

FROM:





























F.1.6 Vendor Information

This section of the RFP presents questions related to the basic vendor information required by St. Anybody’s Medical Center. Please answer each question completely, concisely, and accurately. Incomplete answers will be considered as "blank answers" and will be disregarded. Failure to provide appropriate data may delay or eliminate the evaluation of this proposal. The following pages may be photocopied or new ones prepared in order to help you respond to these questions, or you may respond on the enclosed diskette. In any event, the questions must be printed along with the answer.

Questions are presented in the following sequence:

1. General Vendor Information

2. Contractual/Warranty Specifications

3. System Support and Maintenance

4. Installation Support

5. Documentation and Training

F.1.6.1 General Vendor Information 

1. Corporate Overview

A. Names of Representatives

Respondent to REP

Name:

Title:

Office/Location:

Phone Number:

B. Authorized Contract Signer

Name:

Title:

Office/Location:

Phone Number:

2. Locality

A. Where are your company headquarters located?

B. Where is your sales office nearest to St. Anybody’s Medical Center located?

3. Corporate Management

Please indicate the date of the last change in the following items:

Last Change in:
Date of Change
Comments

Ownership Composition



President



Chief Financial Officer



Technical Support Director



Customer Support Director



Auditors



Bankers



4. Financial Background

A. For each of the last three fiscal years, please indicate:


FY 19__
FY 19__
FY 19__

Annual Sales




Net Profit




Total Assets




Total Debt




B. How many consecutive quarters of profit has your firm posted in the past two years?

C. List  any outstanding financial or legal liens on the company.

D. Please provide a copy of your most recent financial statement.

5. Product Development Profile

A. How long has your company been in the business of data processing?

B. How long has your company been in the business of Application Interface Engines?

C. What percent (%) of revenue and how many dollars did your company allocate for research development on your AIE for 1994?

· Percent of Revenue:

· Dollars:

D. Have any of your customers canceled a contract before, during, or after an installation? If yes, why? Specify hospital and location.

E. What is the name and version of your operating system? Is the operating system standard or tailored for the vendor?

F. Is any part of your system written by a third party? If so, what applications? Who wrote it? Who supports it? What is your companies relationship with the third party?

6. AIE Customer Base

Identify, by hospital size, the number of hospitals currently using the AIE you propose.

· 0-300 Beds:

· 301-500 Beds:

· 501-700 Beds:

· Over 700 Beds:

7. References

Identify the following items for at least three hospitals that are currently using your AIE for the system you are proposing for St. Anybody’s Medical Center. The hospitals listed should be using the same HIS vendor or have environments similar to ours.


Facility 1
Facility 2
Facility 3

Name of Facility




Facility Address




Number of Beds




Inpatient Days




Outpatient Visits




IS Director Name




IS Director PHONE




Available for a site visit?




A. Describe each of the facilities referenced.

Facility 1:

· The hospital environment and system configuration:

· Similarities to St. Anybody’s Medical Center:

Facility 2:

· The hospital environment and system configuration:

· Similarities to St. Anybody’s Medical Center:

Facility 3:

· The hospital environment and system configuration:

· Similarities to St. Anybody’s Medical Center:

B. Describe the interfaces installed at the reference facilities

Facility 1:


Applications Installed
Currently Interfaced through the AIE?

Real time interface?

Communication Protocol
















Facility 2:


Applications Installed
Currently Interfaced through the AIE?

Real time interface?

Communication Protocol
















Facility 3:


Applications Installed
Currently Interfaced through the AIE?

Real time interface?

Communication Protocol
















F.1.6.2 Contractual/Warranty Specifications

1. Purchase Contract

St. Anybody’s Medical Center is interested in including the following items in the final contract. Describe your company's position on including each item in the final contract.

a. Scheduled installation dates for all hardware and software.

b. Positive incentives for meeting implementation dates.

c. Availability dates of software under development.

d. Provisions for cancellation by either party and penalties for cancellation and/or failure to perform.

e. Set of acceptance criteria to be used in determining that the system is installed satisfactorily.

f. A guarantee for the availability (for example, minimum downtime).

g. Throughput (transactions per second). 

1. A guarantee of throughput.

2. Are your throughput objectives with or without mapping? Your throughput definition should include the length of the message and some amount of mapping (described). 

3. Provide examples of expected throughput specific to St. Anybody’s Medical Center. 

4. Provide benchmarks and substantiate performance.

5. Indicate recourse if throughput does not meet the guaranteed performance.

h. Identification of modifications necessary to customize your system to meet the requirements of St. Anybody’s Medical Center.

i. Timeframes in which modifications will become available.

j. Names and resumes of personnel to be assigned to the installation.

k. Training schedule.

l. Right for St. Anybody’s Medical Center to demand component replacement (lemon clause). 

m. Absolute fixed price or "not to exceed" contracts for hardware, software and services.

n. Guarantee that software prices and installation fees quoted in this REP will be honored during the duration of the selection process. Hardware prices will be valid for a minimum of twelve (12) months.

o. Definition of response time.

p. Maximum acceptable software and hardware support response time.

q. Definition of escalation procedures.

r. Incorporation of specification in the RFP as part of the contract.

s. Assignment clauses.

t. Source code escrow options and invocation criteria.

u. Verification that the software has no key locks or software disabling capabilities. 

v. Disclosure of all third party relationships

w. Warranty of ownership and/or right to sub-license. 

· Describe the contracting options that you offer to your clients.

· Will you stipulate that your contract will be entered into under and governed by the laws of the State of ___state    ?

· How and when (before or after the contract is signed) are the detailed specifications for each system developed? Can installation costs be changed based on these specifications? Do both parties sign off on specifications? When is this done?

· Is your company willing to post a performance bond to “insure” successful installation and operation?

· Will you contract fixed prices for software systems which are currently under development and not yet installed?

· Will you support the re-incorporation of custom modifications (done for St. Anybody’s Medical Center) into all new software releases?

· What is your company's position regarding the inclusion of a 30-day cancellation clause in your contracts?

2. Warranty

a. Please provide a copy of your standard hardware and software warranty.

b. If you do not sell the hardware on which the proposed software will execute, describe the process by which you will warrant the operation and performance of your software on the proposed hardware platform.

c. Will your company warrant your software if the hardware is purchased directly from the hardware vendor?

F.1.6.3 System Support and Maintenance

1. Contract

a. Please provide a copy of your standard hardware and  software maintenance/support contract.

b. Describe how you contract for ongoing software maintenance and support.

c. How soon after the release of a new operating system will you guarantee delivery and installation?

d. If you modify your operating system, how long will it take you to incorporate these modifications into previous releases? 

e. If St. Anybody’s Medical Center delays or declines to install a new release, how will this affect our support agreement?

f. Do the proposed costs of your system include future enhancements and developments? If not, describe the conditions and terms under which enhancements and new releases are available to current users of your system

g. Do you act as a single point of contact for all hardware and software?

h. What is the average response time to call for software support that your company is prepared to guarantee?

i. What is your company's policy regarding maintenance contracts that do not automatically renew (e.g., is positive action required to renew the maintenance contract)?

2. Capabilities

a. Does your system have the capability for dial-up diagnosis of system trouble?

b. Under your software maintenance agreement can St. Anybody’s Medical Center develop its own separate systems that could access, but not modify, data contained in your system?

3. Field Support

a. Where is the field office nearest to St. Anybody’s Medical Center for software support?

b. With how many and what types of employees is it staffed?

c. What office is responsible for the maintenance of the following hardware, what is the location of that office, and what is the average response time to calls for hardware support that your company is prepared to guarantee?


Responsible Party
Office Location
Time

File Servers




Terminals and Workstations




Printers




Communications Equipment




d. Is emergency hardware and software support available 24 hours a day, seven days a week, on-site or by telephone? Define types of response, timeframes. and additional cost if there is one.

e. What is the availability of spare parts and standby equipment, should it be required by St. Anybody’s Medical Center? What timeframe should be expected for parts and equipment to be delivered to St. Anybody’s Medical Center?

f. Describe in detail the support you provide based on the system you have proposed. Include the following areas of support:

· Training

· Education

· Hot Lines

· Software releases and Enhancements

· Documentation

g. Describe any regularly held seminars or user group meetings available to users of your system.  Have any enhancements been developed based on input from these user group meetings?

F.1.6.4 Installation Support

1. Staffing

Describe in detail the installation process including the number of vendor personnel you will commit to having on-site during the installation. Provide an installation work plan indicating the tasks required (including hardware and communications equipment installation and interface development), the party responsible or each task (hospital, vendor. other), the approximate time required to complete each task, and the relative sequence of tasks. Also, specify client resources needed to successfully install your system (e.g., data processing and department man-hours, required skill levels, etc.).

a. Provide brief resumes of your personnel who would manage the project as well as those who would be assigned to the day-to-day work. 

b. Provide brief resumes of your support and development staff.

c. Describe the anticipated St. Anybody’s Medical Center personnel required and the skill level required to support your system on an ongoing basis.

d. Define one individual on your staff who will have overall responsibility for the total implementation and conversion.

e. How many installations are you currently supporting?

f. How many installations do you anticipate installing throughout the next 12 months?

2. Method

a. Describe your methodology for installation and frequency of product releases. Provide a history of product release for the last 18 months.

b. Describe your method of identifying, documenting, and providing software modifications.

F.1.6.5 Documentation and Training

1. Documentation

a. Describe the documentation provided as part of your standard installation approach including:

b. Manager and user reference manuals

c. User operator manuals

d. Will copies of user and system documentation manuals be provided for review during the system evaluation process?

e. Can on-line documentation manuals be printed on demand?

f. How often is application documentation updated? How often are updates made available to the user? How is documentation updated (memo, revised manuals, etc.)?

g. Do you customize end user documentation to reflect St. Anybody’s Medical Center modifications?

h. In what media is the documentation provided (e.g. CD ROM, Help Files, Paper Manuals, etc.)?

i. Is necessary hardware, operating system and other third party documentation provided?

2. Training

a. Describe the training approach and schedule you would recommend for St. Anybody’s Medical Center. Indicate incremental training costs, specify training materials, user materials, and the number and skill levels of the employees required for training

b. Describe your methodology for incorporating a testing region and a training region.

c. Describe any computer-assisted instruction modules that you have available.

d. Do you provide training in the use of routines to build system files/dictionaries/tables?

e. Describe the operations training available to data processing personnel. Does it include:

· Training on hardware maintenance and repair

· Recovery from hardware and software failures

· Running hardware diagnostics

· Interpretation of hardware diagnostics

f. Do you provide the final end user training manuals?

g. Is on-site training available?

h. Is training available for every release? Is it included in the price of the release?

i. What are the qualifications of your trainers?

F.1.7  Application Interface Engine Features and Functionality

This section defines the functions and development tools both necessary and desired for implementation of an AIE at St. Anybody’s Medical Center. Each subsection of questions is prefaced with the St. Anybody’s Medical Center definition of the feature/function. The AIE vendor must address each subsection's questions in their proposed solution. If specific features or functionality are unavailable, the AIE vendor must identify these as unavailable and propose alternative solutions that meet St. Anybody’s Medical Center's integration requirements. If a feature is available in a future release, please note the anticipated release date. Again, the questions must be printed along with the answer and identify in what module your system provides each of the features.

Questions are presented in the following sequence of subsections:

A. System Overview

B. Transaction Data Translation, Splitting and Combining

C. Transaction Routing

D. Application Interface Engine Development and Maintenance Tools

E. Product Architecture

F. Customer User Interface Front End

G. Standard Interfaces

H. Data repository

I. Administration

F.1.7.1 System Overview

Based on your knowledge of the St. Anybody’s Medical Center environment, please provide an overview description of the system interface solution you are proposing. Include a schematic and/or a conceptual overview diagram of the system.

1. System Description

2. System Diagram

F.1.7.2  Transaction Data Translation, Splitting and Combining

This function converts a transaction received from one computer platform and repackages that transaction into a format the receiving application system platform can interpret and use. It involves reformatting and changing record lengths along with communication protocol conversion, if needed.

All transactions routed through the AIE must be validated for format and content. An initial validation screening must ensure that all parts of a transaction arrived from a sending system. Any security/authorization checking should be performed at this time. An acknowledgment should be sent to the sending system indicating that a legitimate transaction has arrived for AIE processing.

Communications protocol translation must be performed between disparate computer platforms. Protocol conversion should occur prior to data reformatting and transmission of the transaction to the receiving system. The AIE will look like a dedicated network resource to each major computer platform to which it is attached.

Each message or transaction sent to the AIE, once received, must be formatted to the specifications of the receiving systems.

Describe in detail how, and in what module, your system provides each of the following capabilities and facilities:

Transaction Data Handling

1. Ensuring that all parts of a transaction arrive from a sending system.

2. Sending an acknowledgment to the sending system indicating that a legitimate transaction has arrived for processing.

3. Rejecting/accepting transactions based on data that is part of the transaction.

4. Modifying field values in a transaction based on conditions that can be defined within the AIE application.

5. Modifying field values in a transaction based upon values within transaction fields.

6. Routing transactions based upon values within transaction fields.

7. Updating/validating database code tables based upon values within transaction fields.

8. Lengthening/shortening a transaction by adding/removing data based on pre-defined code tables or conditions that may require mathematical computation.

9. Translating a batch file into a series of real-time transactions.

10. Translating a series of real-time transactions into a batch file.

11. Compressing the data packet and/or individual data elements prior to sending to the receiving system.

12. Translating transactions from ASCII to EBCDIC (and vice versa) prior to sending to the receiving system.

13. Providing error recovery and validation.

14. Combining data elements of multiple transactions into a single transaction.

15. Splitting a single received transaction into multiple sending transactions.

16. Processing binary data (e.g., GIF to JPEG).

17. Parsing by extracting and transmitting all or selected transaction fields as required by the receiving system.

18. Reordering and enhancing data elements as necessary for processing by the receiving system.

19. Communication Protocol Translation

20. List the protocols translations that are provided with your AIE.

21. Describe your communication protocol facilities and your method for conversion. Are any third party or additional hardware or software components required?  Does configuration involve any type of programming?  What implementation tools are provided?

F.1.7.3 Transaction Routing

The primary function of the transaction routing feature is to send transactions from one application system to a receiving application system. The router has the network transport protocol necessary to make the connection to the receiving system and can dynamically change paths to a receiving system.

Describe in detail how, and in what module, your system provides each of the following capabilities and facilities:

1. Source and Destination Routing

The router should be able to pass transactions on to a single destination and multiple destinations depending on transaction type. Alternate routing functions should be available in the event of system or network failure.

a. Explain the router function.

b. Explain recovery methods when AIE failures occur.

c. Describe features available to monitor such failures.

2. Routing Variables

Identity whether transactions can be routed to destinations based on each of the following variables, and explain how routing is performed for each possibility:

a. Transaction type 

b. User location 

c. User sign-on 

d. Application processor type 

e. Date/time transaction has been generated

f. Value of a data element contained in the transaction (e.g., critical value indicator on lab result)

g. Value of related information not contained in the transaction but contained in a separate database (e.g., routing of lab results based on Referring Physician). Describe this database and how it is accessed as part of transaction routing. 

h. Values of two or more data elements contained in the transaction (e.g., patient age and patient diagnosis)

i. Explain which variable(s) take precedence.

3. Route Transaction Tuning

Transactions can be routed to destination systems at a scheduled time during the day or on scheduled dates.

a. Explain how this function is performed.

b. Explain what happens if a receiving system is unavailable.

4. Transaction Store and Forward

Identify whether the AIE can receive transactions and store these transactions until one of the following events occur:

a. A time threshold is reached

b. A set number of transactions has been queued for the target system application

c. An application system indicates it has recovered from a failure

d. A predefined application function occurs

e. A St. Anybody’s Medical Center-defined application processing event occurs

f. Describe in detail what transpires when each event occurs.

g. What other trigger events will send a transaction?

h. Describe transaction history/archival capabilities.

i. Describe transaction re-transmission capabilities.

5. Transaction Size and Volume

a. Identity size limitations.

b. Identity volume limitations.

c. (Describe image, audio, and video transaction capability. 

6. Batch File Transfer

Which of the following do you support? How are they configured (e.g. table-driven, programmed, etc.)? Describe the programming effort and/or tables required.

a. TCP/IP

b. DECnet

c. OSI

d. Kermit

e. X-, Y-, or Z-Modem

f. Novell

g. Pathworks

h. LAN Manager

i. Appletalk

j. SMTP

k. Magnetic Media

l. Any others your product supports

F.1.7.4 Application Interface Engine Development and Maintenance Tools

The Application Interface Engine (AIE) development environment must fit within the framework of St. Anybody’s Medical Center's existing design, program and testing philosophy. Review and QA will be used throughout the development phase and in the overall implementation of the AIE. Development tools specified by the vendor must include aids for debugging and testing.

In addition, computer based training and help facilities are desirable in the proposed solution. The underlying programming language should correspond to a common development language in general use today (e.g., C or C++). The intent of the development tools is to give interface developers easy to use methods and tools for designing, programming, editing and testing interface programs.

Maintenance of the AIE (including starting and stopping interfaces, monitoring sessions and connection status, etc.) should be uncomplicated yet secure. In St. Anybody’s Medical Center's environment remote maintenance capability is desirable.

Describe in detail how, and in what module, your system provides the following capabilities, facilities and tools:

1. Programming Aids

a. Tables and menus to configure messages that the AIE will receive and forward to other systems.

b. Sections for help and programmer training

c. Templates for pre-existing standards (e.g., HL7, ANSI X.12, etc.)

d. A GUI for system interface developers to access AIE resources as well as execute real-time tests

2. Testing and Debugging Aids

Debugging aids that incorporate facilities for:

a. Sending dummy transactions (with and without requiring applications)

b. Conducting stress tests

c. Monitoring step-by-step processing flow

d. Real-time reviewing of results

e. Monitoring statistics

3. Documentation

Utilities that create, as a by-product of interface application coding, documentation of:

a. Record layouts

b. Processing flows

c. Special reports

4. Prototyping

While interface coding is being developed, utilities that provide for:

a. Unit testing

b. Overall system (integration, stress, parallel) testing

5. Object Oriented Programming

Facilities that allow system developers to:

a. Manipulate data objects and formats without writing the underlying programming language.

b. Establish relationships between data elements and systems that result in a test or prototype interface environment being created.

c. Save and reuse previously designed and tested relationships for function testing and debugging.

6. Database/Data Definition

Facilities that provide for:

a. Defining/maintaining a data dictionary of commonly interfaced items and data conversion tables.

b. Any database management functionality inherent in the AIE.

7. Language

Identify availability of:

a. Intrinsic language(s)

b. Third-party language(s)

c. Debugger(s)

d. Code Library tool(s)

e. Editor(s)

8. Programmer "Exits/hooks"

Facilities that provide for:

a. Conditionally passing control to customized external routine(s) based on field values, transaction types, etc.

b. Resuming processing when control returns.

9. Security

Facilities that provide for:

a. Isolating development from production areas.

b. Protecting data dictionaries and tables.

c. Migrating developed interfaces into production.

d. Starting up/shutting down individual interfaces.

e. Authenticity. What method do you recommend for verifying the sender of the message? Do you support a digital signature? 

f. Do you encrypt/decrypt messages?

g. All other intrinsic security functionality.

10. Maintenance

Facilities that provide for:

a. GUI-based monitoring/system maintenance.

b. 'Snapshot' screens for quick system status checking/reporting

c. Starting up/shutting down individual interfaces

d. Querying status of individual links.

e. Remote access

f. All other intrinsic maintenance functionality

11. Communication Client Level Development

a. What already developed assets are available? How much do they cost?

b. How do you inform clients of their availability

F.1.7.5 Product Architecture

The architecture of the AIE can have significant impact on performance, fault tolerance, and robustness of the individual interfaces as well as on overall system  performance and development cycles. St. Anybody’s Medical Center requires that the architecture of the proposed system promote these objectives and facilitate the AIE's growth over time.

Describe in detail the AIE's architecture and why/how it fits the St. Anybody’s Medical Center environment. The description should include details on the scalability, mirroring, use of multiple processors and/or multiple processes, and how a  distributed AIE may be implemented

1. AIE Architecture

2. Scalability

3. Mirroring

4. Processors

5. Distributed AIE

F.1.7.6 Customer User Interface Front End Integration

St. Anybody’s Medical Center desires a Common User Interface (CUI) for presentation to end users, preferably in a graphical object oriented format.

If your product supports this concept by either providing the capability or by facilitating its development please complete this section.

Describe in detail how, and in what module, your system provides the following capabilities and facilities:

1. Supporting specific types of end user devices (e.g., workstations, terminals, PCs, printers, etc.).

2. Supporting common log-in services (e.g., the ability to use a single log-in ID to access multiple application systems).

3. Supporting menu services (e.g., the ability to execute an application without requiring the user to interface with the system software).

4. Supporting 'mapping' services (e.g., providing common screen layout and function key services for all users regardless of the application or system).

5. Supporting hot key services (e.g., the ability to maintain multiple sessions and switch back and forth between applications).

6. Supporting windowing services (e.g. , the ability to display multiple sessions on the screen at once with "cut and paste” features).

7. Supporting object oriented graphical user interface (e.g., a client-server application where data from multiple application
processors is retrieved and processed at the user workstation for display based on a user sign on.

8. Ability to monitor the AIE remotely (e.g., availability of multiple or remote console). If the environment is distributed can all the processors be seen in one window?

F.1.7.7 Standard Interfaces

Health Level 7 (HL7) is a standard for interfacing health care environments. The focus of HL7 is the seventh layer, the application level, of the System Interconnection (OSI) model of the International Standards Organization (ISO). As such, HL7 has focused on communication issues related to the definition and format of data to be exchanged and to the timing of the data exchange.

St. Anybody’s Medical Center is committed to using HL7 for standardization of all interfaces. However some of its current systems require proprietary system interfaces. St. Anybody’s Medical Center is interested in compressing the development cycle by utilizing other standardized interface message templates that may be a part of the AIE.

Describe in detail how, and in what module, your system provides the following capabilities and facilities:

Support for HL7.

1. Support for HL7 version 2.1.

a. Recognizing and supporting all HL7 trigger events, v2. 1.

b. Recognizing and supporting all HL7 message types, v2.1.

c. Recognizing and supporting all HL7 segments, v2.1.

2. Support for HL7 version 2.2.

a. Recognizing and supporting all HL7 trigger events, v2. 2.

b. Recognizing and supporting all HL7 message types, v2.2.

c. Recognizing and supporting all HL7 segments, v2.2.

3. When will support for HL7, v2.3, trigger events, message types and segments be available?

4. Support for user-defined elements.

a. Recognizing and supporting user defined trigger events.

b. Recognizing and supporting user defined message types.

c. Recognizing and supporting user defined segments.

5. Supporting HL7 encoding and decoding rules.

6. Supporting multiple versions of HL7.

7. Supporting HL7, if the AIE does not specifically recognize HL7 standards.

8. Does it support the sequence protocol? 

Support for non-HL7 Interfaces

1. Does your AIE support multiple message formats that consist of HL7 and non-HL7 formats?

2. What other standardized interface templates are provided within the AIE. For each interface standard, include a list of versions supported.

a. ANSI X.12

b. DICOM

c. Other Interface Standards

3. What database capabilities are resident in the engine (e.g. loader, acknowledgment database, etc.)?

4. What tools are available?

F.1.7.8 Data Repository (Clinical Database)

The AIE might be a vehicle for populating a clinical data repository. This repository will collect information from existing St. Anybody’s Medical Center systems and disseminate the information in a format defined by an end user. The database will reside on another processor or system on the enterprise network with Systems feeding information to it in a common data formal

If your product supports this concept by either providing the capability or by facilitating its development, please complete this section.

The database will consist of communications hardware, system and database software to gather patient demographic information and clinical data or St. Anybody’s Medical Center users.

Describe in detail any features and/or functionality that could be used to populate a data repository (e.g., a clinical data repository), and identify in what modules they reside.

F.1.7.9 Administration

Administration includes those functions that are necessary to ensure the day-to-day operation of the AIE. Administrative functions differ from interface implementation functions in that they do not address the interface configuration or mapping. Administrative functions concentrate on the performance of the system, the successful completion of transactions, access to the system and maintenance functions.

1. Describe in detail the administration capabilities of the AIE.

a. Security

b. Error Logging

c. Transaction Logging

d. Activity Logging

e. Error Escalation

f. System/Link Escalation

g. User Access

h. Distributed Administration (i.e. ability to allow different administrators to perform different administrative functions, without providing access to all administrative functions.)

i. System-Wide Parameters

2. Describe any administrator training included with the system.

3. How much time should the St. Anybody’s Medical Center AIE Administrator spend administering the system? Describe daily, weekly, and monthly that should be performed.

F.1.8 Hardware/Operating System Technical Specifications

This section defines the technical specifications for the product platform both necessary and desirable for implementation of an AIE at St. Anybody’s Medical Center. Each question is prefaced with the St. Anybody’s Medical Center definition of the specification. The AIE vendor must address each subsection's questions in their proposed solution. if specific features or functionality are unavailable, the AIE vendor must identify these as unavailable and propose alternative solutions that meet St. Anybody’s Medical Center’s integration requirements. If a feature is available in a future release, please note the anticipated release date. Again, the questions must be printed along with the answer and identify in what module your system provides each of the features.

Questions are presented in the following sequence of subsections:

A. Processor

B. Input/Output

C. Network and Communication Protocols

D. Operating System

E. Performance/Integrity

F. Fault Tolerance

G. Backup/Restore/Journaling/System Recovery

H. Disaster Recovery

I. Environment

J. Cable Plant

F.1.8.1 Processor

In order for the AIE product to perform the integration processing at St. Anybody’s Medical Center it must be coupled with a processor that is capable of delivering the required services in a time efficient manner with a high degree of integrity.

1. Describe the attributes you deem important for a processor when implementing the AIE product.

2. Is the processor designed to accommodate a high volume transaction processing environment? If so, what are the specifications on the recommended processor?

3. Is the processor RISC or CISC?

4. What architecture/family is the processor?

5. What is the design and performance of the internal BUS?

6. What are the performance ratings for this processor?

7. Does the processor allow an upgrade path? If so, what is it?

8. Describe processor data integrity and error recovery features.

9. Can the platform be incorporated into a cluster (Open VMS or Unix)?

F.1.8.2 Input/Output

Because of the high transaction loads expected to be performed on the AIE the system must be designed with high speed buses and I/0 devices. The majority of the I/0 devices will be to the network adapter and the disk, and for this reason St. Anybody's Medical Center feels the system must be architected such that the network bus and I/0 bus be capable of sustained handling of large bandwidths at high speeds. While performance is a key attribute, so is integrity; therefore, the system and its components must also maintain data integrity throughout all operations.

1. Describe the attributes you deem important as '10 features when implementing the AIE product.

2. What type of disk subsystem is used by the recommended processor?

3. What are the benchmarks (bandwidth, bus, etc.) associated with the recommended disk subsystem?

4. What are optional disk subsystems available with the recommended processor?

5. Does the system provide disk caching features? If so, what are they? 

6. Describe high performance features of recommended disk subsystem.

7. Describe availability, data integrity, and error detection/correction features of recommended disk subsystem.

8. Describe system RAID capabilities.

9. Describe system disk grouping/clustering capabilities.

F.1.8.3 Network and Communication Protocols

The AIE product at St. Anybody’s Medical Center will be providing critical services to the entire information systems arena. What this means to St. Anybody’s Medical Center is the AIE must have the ability to successfully integrate and communicate with all of St. Anybody’s Medical Center’s existing and planned information systems. St. Anybody’s Medical Center operates on a number of disparate platforms that are integrated through network services. This type of environment is expected to continue growing as we implement more systems to assist the institution achieve its mission.

1. Describe the attributes you deem important as network features when implementing the AIE product

2. What types of communications adapters are available for the recommended platform? Please list all available.

3. Can the platform accommodate multiple communications adapters? If so, can they be of varying types?

4. Does the system allow for multiple adapters to be active simultaneously? Are there any limitations to the number allowed?

5. What type of internal bus accommodates the communications adapters? What are the performance

6. What type of communications adapters are you recommending for St. Anybody’s Medical Center? What are the performance ratings for these adapters?

7. What types of terminal servers/controllers are available?

8. What types of communications software is available for connecting this platform to the St. Anybody’s Medical Center proposed enterprise network?

9. Describe what happens to the AIE or its interfaces if one of the interface processor nodes fails.

10. Describe what happens to the AIE or its interfaces if communications is broken with one of its processor partners.

11. Can the product communicate using:

a. DECnet Phase IV

b. TCP/IP

c. RS232

d. 051

e. Novell 

f. Appletalk

g. Pathworks

h. Any others?

Describe all central network management capabilities.

F.1.8.4 Operating System

The operating system utilized by the AIE processor is responsible for providing services to the applications and system components. The operating system is also responsible for maintaining and coordinating all tasks and processes on the system.

1. Describe the attributes you deem important for the operating system when implementing the AIE product.

2. What type of operating system are you recommending for the recommended platform?

3. Is this a multi-processing/multi-tasking operating system?

4. What other operating systems does the AIE operate under?

5. Describe data integrity and error detection/correction features of the recommended operating system.

6. Does the AIE application have any hooks into the operating system? If so, please list the hooks and the OS process they interact with.

7. What are the performance benchmarks for the recommended OS?

8. Describe the fault tolerant features of the recommended operating system.

9. Describe the security maintenance features of the recommended operating system.

10. Describe operating system management GUI, if available.

F.1.8.5 Performance/Integrity

Performance and integrity are critical elements in providing service to the user. Because the AIE will be providing services that are critical to the institution, it must have high performance while maintaining the utmost integrity at the transaction, data and security levels.

1. Describe what attributes you deem important for performance and integrity when implementing the AIE product?

2. What are the overall performance benchmarks for the recommended system?

3. What type of growth factor was built into the recommended systems?

4. How is data integrity maintained?

5. What happens if data integrity is not maintained?

6. What optional performance features are available?

7. Describe real-time performance monitoring utilities.

8. Can performance tuning be performed dynamically (e.g., can I/O paths be altered, can CPU resources be redirected, etc.)?

9. How is network performance monitored?

10. Describe real-time network performance monitoring utilities.

11. How is disk performance monitored?

12. What is the processor and performance overhead associated with the various data modalities (e.g. text, voice, imaging, video)?

13. How does a GUI interface impact performance, and what considerations/options must be implemented to support this?

14. How does a CUI interface impact performance, and what considerations/options must be implemented to support this?

15. Identify inbound/outbound transaction volume limitations.

16. Identify transaction turnaround rate that is provided by the recommended processor, operating system, I/O subsystem, and network configuration.

17. Describe performance management GUI, if available.

F.1.8.6 Fault Tolerance

Because the AIE will be providing critical services to all areas within the hospital, and due to the dependence other systems have on the AIE for Interface information, it is necessary to provide a fault tolerant environment in order to eliminate or minimize the potential of downtime.

1. Describe what attributes you deem important for fault tolerance when implementing the AIE product.

2. What levels of fault tolerance are available for the recommended platform?

3. Can fault tolerance be incorporated incrementally (e.g., disk mirroring, disk duplexing, etc.)?

4. What auditing features are available for tracking faults?

5. How are staff members alerted to faults?

6. How is the hardware vendor alerted to faults?

7. Does the system automatically detect faults and reroute to backup systems?

8. Can faults be corrected dynamically or is down time and/or operator intervention required for servicing?

9. Describe how the system provides 'continuous up-time.'

10. Does/can the system utilize swappable Components as its redundancy mechanism? What components can utilize this form of redundancy? Is this ‘hot swappable’?

11. Does the system utilize shadowed disks?

12. Does the system contain a redundant power supply?

13. Describe how the fault tolerant features of the system can be phased in.

F.1.8.7  Backup/Restore/Journaling/System Recovery

In the event of disk damage/downtime, or corruption to data files, or disaster recovery circumstances the system must be capable of performing backups and restores. In a traditional environment this requires the system to be dormant for a period of time in order to backup or restore given files; however, because of the nature and dependence of other systems on the AIE this must either be eliminated or be made very short.

1. Describe the attributes you deem important for backup/restore features when implementing the AIE product.

2. How are backup/restore functions incorporated into your system?

3. Does backup require system downtime?

4. How are backups tracked?

5. Can the recommended platform perform unattended backup with the product active and still maintain data integrity? If so, how?

6. What medium is recommended for backup?

7. What media options exist for backup?

8. Describe in detail the process for recovery of production from backup media.

9. Describe in detail transaction journaling.

10. Describe in detail recovery procedures using backup and journal files.

F.1.8.8 Disaster Recovery

St. Anybody's Medical Center requires a disaster recovery plan to be incorporated at all levels within the institution. This is even more critical at St. Anybody's Medical Center than at most corporations due to the business St. Anybody's Medical Center is in. Our health care staff and patients rely on St. Anybody's Medical Center's information systems to provide timely and accurate information for patient care. In the event of a disaster the AIE must be recovered because of its relationship to the other systems.

1. Describe the features/plans/facilities available for disaster recovery.

2. Describe disaster recovery plans you have incorporated at other institutions, and identify the institution and contact person.

3. What types of disaster recovery functions are available with the recommended platform?

4. What, if any, disaster recovery function are you recommending?

5. How are you, the vendor, involved in disaster recovery?

6. Describe any real-time disaster-tolerant features of the product (e.g., an Open VMS, or FDDI cluster).

F.1.8.9 Environment

St. Anybody’s Medical Center provides a data center that is engineered to provide facilities to meet the requirements of the equipment. This includes but is not limited to proper power, air conditioning, space, and security.

1. Describe the environmental requirements/consumption (e.g., electrical power, A/C, etc.) of the AIE processor and its components.

2. What are the proposed platform's space requirements?

3. Please provide copies of templates for planning the computer room layout.

F.1.8.10 Cable Plant

St. Anybody’s Medical Center has typically installed cabling on an as needed basis to support network and system applications. 

It is anticipated that the hardware platform will be configured with the appropriate cables.

1. Describe any cabling that will be required to support the AIE.

2. Provide a schematic representing the physical layer of the network to describe how St. Anybody’s Medical Center systems will be connected to the AIE.

F.1.8.11  Security Specifications

This section/subsection defines the specifications for security functions both necessary and desirable for implementation of an AIE at St. Anybody's Medical Center. If specific features or functionality are unavailable, the AIE vendor must identify these as unavailable and propose alternative solutions that meet St. Anybody's Medical Center's integration requirements. If a function is available in a future release, please note the anticipated release date. Again, the questions must be printed along with the answer and identify in what module your system provides each of the features.

The current information systems at St. Anybody's Medical Center security environment consists of individual security systems based on processor/OS platform. The platform/security package correlation is as follows:


DEC VAX/VMS 
Standard VMS Security/Application-Level Security


Ultrix  BSD level Security/Application-Level Security

St. Anybody's Medical Center currently performs security checks at the dataset level, user ID level, transaction level, volume level, task level, and system level. All current systems generate security logs for auditing by appropriate personnel.

It is St. Anybody's Medical Center's intent to maintain a secure environment while not constricting the flow of information to areas/users requiring it. The future of security from a central system/central database is still unknown; however, St. Anybody's Medical Center will continue to keep abreast of technologies available.

1. Describe in detail how, and in what module, your system provides the following capabilities and facilities:

a. Transaction authentication

b. Data integrity

c. Auditing/logging security violations

d. Automatically revoking privileges upon exceeding security parameters

e. Security at all levels (e.g. dataset, volume, task, transaction, etc.)

f. Security interfaces to all platforms interacting with the AIE

2. For the recommended system what security package is being implemented?

3. Are other packages outside of the recommended package available?  If so, what are they and who manufactures them?

4. For the recommended security package what features does it incorporate?

5. How is security maintained when integrating and communicating with foreign systems?

6. Is security pass-through available?  Do you recommend using it?  If not, why not?

7. Does the recommended security system allow for multiple security administrators?  If so, can these administrators be assigned different levels of authorization based on their function?  What are the levels?

8. Will the security system allow for dynamic reconfiguration?  If so, can the new configuration be activated based on administrator requirements (e.g. immediately or deferred)?  

9. Describe security administration GUI, if available.

10. How is security maintained in conjunction with single terminal access or CUI?

F.1.9 Implementation Cost Schedules

This section of the RFP includes schedules for cost information for the proposed system. Please fill out each section completely and accurately.

We have provided transaction information for the proposed interfaces. Failure to provide cost information in the required format or for a different implementation approach may be cause for elimination.

The schedules for the following are included:

A. Software

B. Hardware

C. Documentation

D. Modifications

E. Support and Implementation Staff

F. Training

G. Installation Assistance

H. Ongoing Support, Maintenance, and Enhancements

I. Shipping and Taxes

J. Total Life Cycle Cost

K. Vendor Recommended Categories/Approach

F.1.9.1 Software

Provide the software packages and modules (with version/release number) that are proposed to meet the requirements in the preceding sections as you responded to them. Indicate whether modules/packages are included with the basic offering and the cost of adding the module/package if it is not included. Pricing must include a description of how the product is licensed (i.e., by site, seat, workstation, interface, application, etc.) and the number of licenses proposed. If a volume discount has been factored into the price, provide the incremental cost for additional licenses. Describe any assumptions and/or additional information that will help to clarify the proposed pricing/licensing.

The list of software must be complete. It must include all modules that run on the AIE, the user workstations, and the application hosts; including standard interface templates, emulators, translators, etc.

Interface Category I

Include all software modules/packages required to implement Category I interfaces.


Package/Module
Vendor
(Third Party)
Rel/
Ver

Description

LiCenSIng

Licenses Required

Price
AdD’l License Cost

Note NO.































TOTAL PROPOSED COST OF SOFTWARE FOR CATEGORY I INTERFACES:   $________

Notes:

Interface Category II

Include all software modules/packages that are required in addition to those proposed for Category I interfaces in order to implement Category II interfaces. Software that has been listed as required for Category I interfaces but will require additional licenses for Category II interfaces should be included with the number and purchase price of additional licenses required.


Package/Module
Vendor
(Third Party)
Rel/
Ver

Description

LiCenSIng

Licenses Required

Price
AdD’l License Cost

Note NO.































        TOTAL PROPOSED COST OF ADDITIONAL SOFTWARE FOR CATEGORY II INTERFACES:   $________

Notes:

Interface Category III

Include all software modules/packages that are required in addition to those proposed for Category I an II interfaces in order to implement Category III interfaces. Software that has been listed as required for Categories I and II but will require additional licenses for Category III should be included with the number and purchase price of additional licenses required.


Package/Module
Vendor
(Third Party)
Rel/
Ver

Description

LiCenSIng

Licenses Required

Price
AdD’l License Cost

Note NO.































        TOTAL PROPOSED COST OF ADDITIONAL SOFTWARE FOR CATEGORY II INTERFACES:   $________

Notes:

F.1.9.2 Hardware

Provide a complete list of hardware, including cabling, that will be needed to meet the requirements in the preceding sections as you responded to them. Indicate whether you will provide the hardware in conjunction with the purchase or if the hardware may be purchased from another source. Include a full configuration description for each computing platform. Describe any assumptions and/or additional information that will help to clarify the proposed pricing/configuration.

The list of hardware must be complete. All necessary gateways, translators, network components, etc., must be included.

Interface Category I

Include all hardware required to implement Category I interfaces.

Component
(Vendor and Model)

QUantity

Configuration

Cost

NoteS



















TOTAL PROPOSED COST OF HARDWARE FOR CATEGORY I INTERFACES:   $________

Interface Category II

Include all hardware and cabling that is required to implement Category II interfaces and is in addition to what is proposed for Category I interfaces. Hardware that has been listed as required for Category I interfaces but will require additional components for Category II interfaces should be included.

Component
(Vendor and Model)

QUantity

Configuration

Cost

NoteS



















TOTAL PROPOSED COST OF HARDWARE FOR CATEGORY II INTERFACES:  $________

Interface Category III

Include all hardware and cabling that is required to implement Category III interfaces and is in addition to what is proposed for Category I and II interfaces. Hardware that has been listed as required for Categories I and II but will require additional components for Category III interfaces should be included.

Component
(Vendor and Model)

QUantity

Configuration

Cost

NoteS



















TOTAL PROPOSED COST OF HARDWARE FOR CATEGORY III INTERFACES: $________

F.1.9.3  Documentation

List of all of the documentation you provide in support of the proposed solution. Indicate whether the documentation is included in the purchase price of the product or if it must be purchased at additional cost. If the documentation is included, indicate how many copies are included and the cost of additional copies. Describe any assumptions and/or additional information that will help to clarify the proposed pricing.

Interface Category I

Include all document to implement and support Category I interfaces.


Document Name

Part No. 

Source
Copies Included

Media
Price /copy

Notes

























TOTAL PROPOSED COST OF DOCUMENTATION FOR CATEGORY I INTERFACES: $________

Interface Category II

Include all additional document to implement and support Category II interfaces.


Document Name

Part No. 

Source
Copies Included

Media
Price /copy

Notes

























TOTAL PROPOSED COST OF DOCUMENTATION FOR CATEGORY II INTERFACES: $________

Interface Category III
Include all document to implement and support Category III interfaces.


Document Name

Part No. 

Source
Copies Included

Media
Price /copy

Notes

























TOTAL PROPOSED COST OF DOCUMENTATION FOR CATEGORY III INTERFACES: $________

F.1.9.4 Modifications

Provide a description of all custom modifications that will be required to meet the requirements of the proposed solutions. Include who will make the modifications, the number of man-hours estimated to make them, and the time frame for completion. Describe any assumptions and/or additional information that will help to clarify the proposed pricing.

Interface Category I

Include all modifications required to implement Category I interfaces.

Description of modification
estimated MAN-HOURS
completion timeframe
performed by
cost

Notes






















TOTAL PROPOSED COST OF MODIFICATIONS FOR CATEGORY I INTERFACES: $________

Interface Category II

Include all modifications required to implement Category II interfaces.

Description of modification
estimated MAN-HOURS
completion timeframe
performed by
cost

Notes






















TOTAL PROPOSED COST OF MODIFICATIONS FOR CATEGORY II INTERFACES: $________

Interface Category III

Include all modifications required to implement Category III interfaces.

Description of modification
estimated MAN-HOURS
completion timeframe
performed by
cost

Notes






















TOTAL PROPOSED COST OF MODIFICATIONS FOR CATEGORY III INTERFACES: $________

F.1.9.5 Support and Implementation Staff

Roles and Responsibilities

Describe the roles and responsibilities of the individuals from St. Anybody’s Medical Center who will be required to participate in the implementation and support of the AIE. A few positions have been provided as a strawman.

Position
Description
Comments

Interface Analysts
Implement the interface using the AIE


Operators
Monitor the operation of the AIE. Take first level corrective action. Identify the cause of the problem and escalate to the proper analyst.


AIE Administrator
Performs daily administrative functions on the AIE.














Recommended Staff Background

What training/experience should the implementation and support personnel described above have prior to implementing your product?

Position
Training/experience
Comments

Interface Analysts



Operators



AIE Administrator















Estimated Man-hours

Provide an estimate of the man-hours required of St. Anybody's Medical Center staff to support and implement the proposed solution. Justify the estimate by including any assumptions or experience on which the estimate is based.

Implementation

Category I Interfaces

Position
MAN-HOURS
Justification













Category II Interfaces

Position
MAN-HOURS
Justification













Category III Interfaces

Position
MAN-HOURS
Justification













Ongoing Support and Maintenance

Category I Interfaces

Position
MAN-HOURS
Justification













Category II Interfaces

Position
MAN-HOURS
Justification









Category I Interfaces


MAN-HOURS
Justification













F.1.9.6 Training

Recommended Training

List the training classes recommended for each type of AIE support person.

Position
Recommended Training Classes










Cost of Training

Describe the training available, both on- and off-site. Indicate whether the training is included in the purchase of the proposed solution. If it is included, indicate any limits on the number of staff members for whom training will be provided and the cost of adding additional staff. Provide the cost for obtaining that training again in the future and for training that is not included with the purchase. Describe any assumptions and/or additional information that will help to clarify the proposed pricing.


Included
Not Included / future


Training Class

Location

Limit
Cost/Add’l

location
cost per student
NOTES









































F.1.9.7 Installation Assistance

1. Describe any assistance you will provide with the installation and implementation of the proposed solution. 

2. Describe any assistance you will provide at an cost in addition to the price of the proposed solution.

F.1.9.8 Ongoing Support, Maintenance, and Enhancements

1. Warranty

a. How long is the system (Category I interfaces) under warranty? Include warranties for all major hardware and software components.

b. Will there be additional warranties associated with the implementation of Category II and III interfaces?

2. Maintenance and Support

a. St. Anybody's Medical Center requires support and maintenance 24-hours a day, seven days a week. Provide the annual cost of 24x7 maintenance and support for both software and hardware. If support is not included in the maintenance plan, indicate the additional cost for support. Note any increases in maintenance and support cost due to the addition of software modules and hardware components for the Category II and III interfaces. Describe any assumptions and/or additional information that will help to clarify the proposed pricing.


maintenance
support
Note

component
category I
category II
Category III
category I
category II
category III
No.




























b. What is the maximum that cost of the support and maintenance contract(s) can increase each year?

3. Upgrades and System Enhancements

a. Are system patches included in maintenance? If not, are they considered an upgrade or system enhancement?

b. What is your definition of a system upgrade? How often are they available? Is there a guideline for estimating the cost for system upgrades? What is it?

c. What is your definition of a system enhancement? How often are they available? Is there a guideline for estimating the cost for system enhancement? What is it?

F.1.9.9 Shipping and Taxes

Provide an itemized list of shipping and handling costs associated with the purchase of the proposed solution, including support, maintenance, upgrades and system enhancements.

Provide an itemized list of taxes associated with the purchase of the proposed solution, including support, maintenance, upgrades and system enhancements

F.1.9.10 Total Life Cycle Cost

Use the information provided in the preceding sections to complete the following table.


Implementation Cost
Support and Maintenance
Upgrades and Enhancements


Category I
Category II
Category III
Category I
Category II
Category III
Category I
Category II
Category III

Software










Hardware and Cabling










documentation










Modifications










Training










Implementation Assistance










First Year










Second Year










Third year










Fourth Year










Fifth Year










Shipping and Taxes










Total










Notes:

F.1.9.11 Vendor Recommended Categories/Approach

Completion of this section is optional. However, if you have any suggestions for improving the implementation of the AIE and described interfaces, St. Anybody's Medical Center is interested in knowing them. Please describe any changes you would propose to our interface category definitions or our approach to the implementation. If your recommendations affect your proposed solution and/or the cost of implementing of implementing it, please note the changes.

F.2  SAMPLE INTEGRATION PROJECT PLAN FOR A CLINICAL LAB PROJECT

1
PLANNING AND ADMINISTRATION

1.1
Plan and Cost Estimate

1.1.1
Lab Vendor Contract or Contract Addendum

1.1.1.1
Review Contract

1.1.1.2
Signoff Contract

1.2
Prepare Project Plan

1.2.1
Define Project Scope

1.2.2
Prepare Preliminary Project Plan

1.2.3
Prepare Project Management Guide

1.2.3.1
Distribute Outline

1.2.3.2
First Draft

1.2.3.3
Final Release

1.2.4
Prepare Detail Enterprise Project Plan

1.2.4.1
First Draft

1.2.4.2
Final Release

1.2.5
Lab to Deliver Project Plan

1.2.6
Integrate Enterprise and Vendor Project Plans

1.2.6.1
First Draft

1.2.6.2
Final Release

1.2.7
Obtain Approvals & Signoffs-Project Plan

1.3
Determine Project Organization

1.3.1
Establish Committees/Teams

1.3.1.1
Project Oversight Committee

1.3.1.2
Interface Engine Selection Committee

1.3.1.3
Lab Advisory Committee

1.3.1.4
Implementation Team

1.3.2
Define Roles/Responsibilities

1.3.3
Establish Meeting Schedules

1.3.4
Obtain Approvals & Signoffs-Project Organization

1.4
Prepare Project Orientation

1.4.1
Review Issue Track/Problem Reporting

1.4.2
Review Change Control Mechanism

1.4.3
Project Administration

2
INTERFACE ENGINE SELECTION

2.1
Requirements Analysis - Interface Engine

2.1.1
Define Communication Manager/Client Requirements

2.1.1.1
ADT LU 6.2 Accept

2.1.1.2
Patient Registration Accept

2.1.1.3
Patient Demographics Accept

2.1.1.4
Clinician Master File Update Accept

2.1.1.5
Remote Solicit - Query to Patient Demographics

2.1.1.6
Clinical Data Repository - Query for Information

2.1.1.7
Benefits Eligibility - Query for Eligibility

2.1.1.8
Clinical Data Repository - Initialize from Queues

2.1.1.9
Ordering System - Accept

2.1.1.10
Lab HL7 Results - Accept

2.1.1.11
Lab HL7 Orders - Accept

2.1.1.12
Requirements Draft Documentation Development - Communication Manager

2.1.1.13
Requirements Final Documentation - Communication Manager

2.1.1.14
Obtain Communication Manager Requirement Signoff

2.1.2
Define Queues Requirements

2.1.2.1
STAT Order Queue

2.1.2.2
STAT Result Queue

2.1.2.3
Other Queues

2.1.2.4
Requirements Draft Documentation Development - Queues

2.1.2.5
Requirements Final Documentation - Queues

2.1.2.6
Obtain Queues Requirements Signoff

2.1.3
Define DB Requirements

2.1.3.1
Patient Demographics

2.1.3.2
Translation Tables

2.1.3.3
Clinician Holdover Table

2.1.3.4
Others?

2.1.3.5
Requirements Draft Documentation Development - DB

2.1.3.6
Requirements Final Documentation Development - DB

2.1.3.7
Obtain DB Requirements Signoff

2.2
Develop Interactive RFP

2.3
Develop I/E Test Criteria

2.4
Meet with I/E Vendors

2.5
Bring Evaluation Copy of I/E In-house

2.6
Run Pre-established Tests

 2.7
Create Evaluation Matrix and Findings Document

2.8
Present Findings/Recommendations to Interface Engine Selection Committee

2.9
Select Interface Engine Vendor

2.10
Return Evaluation Software to Non-selected Vendors

3
SITE AND NETWORK PREPARATION

3.1
Determine Environment Configuration

3.2
Order Hardware and Software

3.2.1
Order Hardware

3.2.1.1
Order Interface Engine Development/Testing HW

3.2.1.2
Receive Interface Engine Development/Testing HW

3.2.1.3
Order Interface Engine Production HW

3.2.1.4
Receive Interface Engine Production HW

3.2.2
Order Software

3.2.2.1
Order Software

3.2.2.2
Receive Software

3.2.2.3
Order Software-Development/Test

3.2.2.4
Receive Software - Development/Test

3.2.3
Order Support Equipment

3.2.4
Receive Support Equipment

4
HARDWARE/SOFTWARE INSTALLATION

4.1
Create Test Environments

4.1.1
Configure Interface Engine Test Environment

4.1.2
Install & Configure Lab Test Environment

4.1.3
Setup test beds (data)

4.2
Site Preparation - Pilot (repeat this set for all test and production environments)

4.2.1
Location of Server

4.2.2
UPS

4.2.3
Phone line for modem

4.2.4
Network Connectivity

4.2.5
Order Unix hardware/Software

4.2.6
Receive Unix Hardware/Software

4.2.7
Install UNIX System

4.2.7.1
Unpack and Setup system

4.2.7.2
Install any/all SBUS expansion cards

4.2.7.3
Install peripherals (Tape drives, CDROM...)

4.2.7.4
Load Solaris OS

4.2.7.5
Partition all Disk Sub-systems

4.2.7.6
Add User Login Accounts

4.2.7.7
Install Paging Software for Operations Personnel

4.2.7.8
Connect Unix to Network

4.2.8
UNIX Software Configuration

4.2.8.1
NIS

4.2.8.2
Automounter

4.2.8.3
Dial-up/out maintenance modem

4.2.8.4
FTP

4.2.8.5
PCNFS daemon

4.2.8.6
C/C++ Compiler

4.2.8.7
Version Control Software

4.2.8.8
Application software

4.2.8.9
Utilities

4.2.9
Licensing of Relational Database Product

4.2.10
UNIX Environment Setup

4.2.10.1
Add User Logon IDs

4.2.10.2
Setup operations

4.2.10.3
Load Relational Database Product

4.2.10.3.1
Raw Disk Requirements

4.2.10.3.2
Log/data/master device locations

4.2.10.3.3
Install SQL Server Software

4.2.10.3.4
Create databases

4.2.10.3.5
Create dump devices

4.2.10.3.6
Create logins

4.2.10.3.7
Setup Replication srvr components

4.2.10.3.8
Develop Automatic Dump Log Scripts

4.2.11
Install Lab Vendor Software

4.3
Workstations and Software (All Sites)

4.3.1
Order Workstations & software

4.3.2
Receive Workstations

4.3.3
Workstation Setup (each)

4.3.3.1
Load Software

4.3.3.2
Configure Workstation.

4.3.3.3
Connect to Network

4.3.3.4
Test Access to Mainframe (if necessary)

4.3.3.5
Test Access to Minis (if necessary)

4.3.3.6
Test Access to UNIX box (if necessary)

4.3.3.7
Test Access to Novell Server (or other Network product)

5
STANDARDS DEVELOPMENT

5.1
Create Standards Document (subjects - see below)

5.1.1
First Draft

5.1.2
Final Release

5.2
Documentation Standards

5.3
Project Plan Standards

5.4
Development Environment

5.4.1
Directory Structure

5.4.1.1
Test Environment Directory Structure

5.4.1.2
Interface Engine Development Directory Structure

5.4.2
Quality Assurance Standards

5.4.3
Version Control Standards

5.5
Hardware Standards

5.6
Program File Naming Standards

5.6.1
Files

5.6.2
Rules

5.6.3
Tables

5.7
Login Usernames

6
TOOLS ACTIVITIES

6.1
Evaluate Development/Production Software

6.2
Development Tools

6.2.1
Version Control System

6.2.1.1
Evaluate Version Control Tools [Unix, IBM, DEC, or other]

6.2.1.2
Order Version Control Tools

6.2.1.3
Receive Version Control Tools

6.2.1.4
Install Version Control Tools

6.2.1.5
Setup Version Control Environments

6.2.1.6
Implement Version Control Tools

6.3
Testing - QA Tools

6.3.1
Test Data Source/Content

6.3.1.1
Evaluate Testing Tools [Unix, IBM, DEC, or other]

6.3.1.2
Order Testing Tools

6.3.1.3
Receive Testing Tools

6.3.1.4
Install Testing Tools

6.3.1.5
Setup Test Tool Environments

6.3.1.6
Integrate Testing Tools

6.4
Implementation Tools

6.4.1
Distribution

6.4.1.1
Evaluate Distribution Tools [Unix, IBM, DEC, or other]

6.4.1.2
Order Distribution Tools

6.4.1.3
Receive Distribution Tools

6.4.1.4
Install Distribution Tools

6.4.1.5
Configure Distribution Tools

6.4.1.6
Implement Distribution Tools

6.4.2
Synchronization

6.4.2.1
Evaluate Synchronization Tools [Unix, IBM, DEC, or other]

6.4.2.2
Order Synchronization Tools

6.4.2.3
Receive Synchronization Tools

6.4.2.4
Install Synchronization Tools

6.4.2.5
Configure Synchronization Tools

6.4.2.6
Implement Synchronization Tools

7
REQUIREMENTS ANALYSIS

7.1
Vendor Education

7.1.1
Develop Education Schedules

7.1.2
Attend Initial Team Training

7.1.2.1
Analysis Training

7.1.2.2
Interface Engine Training

7.1.2.3
Clinical Database Configuration Training (if necessary)

7.1.2.4
Lab System Functionality

7.1.3
Attend Intermediate Team Training

7.1.4
Attend Advanced Team Training

7.2
Requirements Analysis - Communications

7.2.1
Develop Communications Requirements Document

7.2.1.1
Development Environment

7.2.1.2
QA Environment

7.2.1.3
Production Environment

7.2.2
Obtain Communication Requirements Signoff

7.3
Request IP Addresses

7.3.1
Dev. IDs - Unix, Alphas, & Workstations

7.3.2
QA IDs - Unix and Alphas

7.3.3
User Env. IDs - Unix and Alphas

7.3.4
Acceptance Env. IDs - Unix and Alphas

7.3.5
Regional Production Evn. IDs - Unix and Alphas

7.3.6
Vallejo Production Env. IDs - Unix and Alphas

7.4
Requirements Analysis - Hardware

7.4.1
Sizing

7.4.1.1
Development

7.4.1.2
Test

7.4.1.3
Production

7.4.2
Obtain Hardware Requirements Signoff

7.5
Requirements Analysis - Production Benchmark

7.6
Requirements Analysis - Development Environment

7.6.1
Requirements Documentation Development - Development Environment Draft

7.6.1.1
Network Requirements

7.6.1.2
Disk Requirements

7.6.1.3
Memory Requirements

7.6.1.4
Additional peripherals

7.6.1.5
Software requirements

7.6.1.6
Number of Tapes needed

7.6.2
Requirements Documentation Development - Development Environment Final

7.6.3
Obtain Development Environment Requirements Signoff

7.7
Requirements Analysis -Security

7.7.1
Identify Security  Requirements

7.7.1.1
Conduct Regional Security Meetings

7.7.1.2
Requirements Documentation Development - Regional Security Draft

7.7.1.3
Requirements Documentation Development - Regional Security Final

7.7.1.4
Obtain Regional Security Requirements Signoff

7.8
Create Application Function Matrix

7.9
Create Access DB of HL7 Generic or purchase from HL7

7.10
Requirements Analysis-ADT

7.10.1
Review Existing  ADT Documentation

7.10.2
Review Existing ADT I/F Specs

7.10.3
Prepare Access DB table for ADT

7.10.4
Requirements Documentation Development - ADT Requirements Mtgs

7.10.5
Conduct ADT Requirements Meetings

7.10.6
Prepare ADT Requirements Document - Draft

7.10.7
Prepare ADT Requirements Document - Final

7.10.8
Obtain ADT Requirements Signoff

7.11
Requirements Analysis - Patient Demographics

7.11.1
Review Existing  Patient Demographics Documentation

7.11.2
Review Existing Patient Demographics I/F Specs

7.11.3
Prepare Access DB Table for Patient Demographics

7.11.4
Requirements Documentation Development - Patient Demographics Requirements Mtgs

7.11.5
Conduct Patient Demographics Requirements Meetings

7.11.6
Prepare Patient Demographic Requirements Document - Draft

7.11.7
Prepare Patient Demographic Requirements Document - Final

7.11.8
Obtain Patient Demographic Requirements Signoff

7.12
Requirements Analysis-Clinician Master File Update

7.12.1
Review Existing Clinician Master File Update Documentation

7.12.2
Review Existing Clinician Master File Update I/F Specs

7.12.3
Prepare Access DB Table for Clinician Master File Update

7.12.4
Requirements Documentation Development - Clinician Master File Update Requirements Mtgs

7.12.5
Conduct Clinician Master File Update Requirements Meetings

7.12.6
Prepare Clinician Master File Update Requirements Document - Draft

7.12.7
Prepare Clinician Master File Update Requirements Document - Final

7.12.8
Obtain Clinician Master File Update Requirements Signoff

7.13
Requirements Analysis- Clinical Data Repository

7.13.1
Review Existing  Clinical Data Repository Documentation

7.13.2
Review Existing Clinical Data Repository I/F Specs

7.13.3
Prepare Access DB Table for Clinical Data Repository

7.13.4
Requirements Documentation Development - Clinical Data Repository Requirements Mtgs

7.13.5
Conduct Clinical Data Repository Requirements Meetings

7.13.6
Prepare Clinical Data Repository Requirements Document - Draft

7.13.7
Prepare Clinical Data Repository Requirements Document - Final

7.13.8
Obtain Clinical Data Repository Requirements Signoff

7.14
Requirements Analysis- Lab Vendor HL7 ADT/Results/Orders/Master File Updates/Queries

7.14.1
Lab Vendor Delivers HL7 Interface Specification

7.14.2
Prepare Access DB Columns for Lab System

7.14.3
Review Existing Lab Documentation

7.14.4
Review Exist Lab System Interface  Specs (if any, point-to-point, etc.)

7.14.5
Review Existing LAB Reports (patients, results, orders, etc.)

7.14.6
Prepare Documents for LAB Interface Requirements Mtgs

7.14.7
Conduct LAB Interface Requirements Meetings

7.14.8
Prepare LAB Interface Requirements Document - Draft

7.14.9
Prepare LAB Interface Requirements Document - Final

7.14.10
Obtain LAB Interface Requirements Signoff

7.15
Requirements Analysis - Benchmarks

7.15.1
Current Environment Benchmark

7.15.2
Determine Target Environment Benchmarks

7.16
Requirements Analysis - Procedure Directory Synchronization - Clinical Data Repository and Lab Environment(s)

7.16.1
Review Current Procedure Directories in all Lab System Environments

7.16.2
Review Current Procedure Directories in the Clinical Data Repository

7.16.3
Review Current Procedure Directories in Commercial (Reference) Lab Environments

7.16.4
Prepare Procedure Directory Synchronization Requirements Document - Draft

7.16.5
Prepare Procedure Directory Synchronization Requirements Document - Final

7.16.6
Obtain Proc Dir Synchronization Requirements Signoff

7.17
Requirements Analysis - Operations

7.17.1
Review Current Operations Policies and Procedures

7.17.2
Prepare Operations Requirements Document - Draft

7.17.2.1
Identify user accts ( Dev & Operations)

7.17.2.2
Identify backup requirements and schedule

7.17.3
Prepare Operations Requirements Document - Final

7.17.4
Setup Licensing/Maint. Agreements for Software

7.17.5
Setup Licensing/Maint. Agreements for Hardware


7.17.6
Obtain Operations Requirements Signoff

8
DESIGN

8.1
Interface Engine Architecture High Level Design

8.2
Lab System Interface High Level Design

8.3
Purge/Security Specification

8.3.1
Assess Current Purge Criteria (if any)

8.3.2
Assess Current Security Criteria

8.3.3
Determine Additional Purge/Security Criteria

8.3.4
Complete Purge/Security Specs

8.3.5
Obtain Purge/Security Spec Signoff

8.4
ADT(HL7) TO Lab Specification

8.4.1
Identify Messages/Trigger Events - ADT to Lab

8.4.2
Negotiate Modifications

8.4.2.1
Negotiate Mod-Unique Patient ID-ADT to Lab

8.4.2.2
Negotiate Mod-Unique Encounter ID-ADT to Lab

8.4.2.3
Negotiate Mod-Unique Application ID-ADT to Lab

8.4.2.4
Negot Mod-Unique User ID Across Systems-ADT to Lab

8.4.2.5
Identify Code Values/Translations - ADT to Lab

8.4.2.6
Identify Translation Requirements of Messages/Segments - ADT to Lab

8.4.3
Complete Final Specification-ADT to Lab

8.4.4
Obtain ADT to Lab Spec Signoff

8.5
Patient Demographics to Lab Specification

8.5.1
Identify Messages/Trigger Events - Patient Demographics to Lab

8.5.2
Negotiate Modifications

8.5.2.1
Negotiate Mod-Unique Patient ID-Patient Demographics to Lab

8.5.2.2
Negotiate Mod-Unique Encounter ID-Patient Demographics to Lab

8.5.2.3
Negotiate Mod-Unique Application ID - Patient Demographics to Lab

8.5.2.4
Negot Mod-Unique User ID Across Systems - Patient Demographics to Lab

8.5.2.5
Identify Code Values/Translations - Patient Demographics to Lab

8.5.2.6
Identify Translation Requirements of Messages/Segments -Patient Demographics to Lab

8.5.3
Complete Final Specification- Patient Demographics to Lab

8.5.4
Obtain Patient Demographics to Lab Spec Signoff

8.6
Clinician Master File Update to Lab Specification

8.6.1
Identify Messages/Trigger Events - Patient Master File Update to Lab

8.6.2
Negotiate Modifications

8.6.2.1
Negotiate Mod-Unique Clinician ID-Clinician Master File Update to Lab

8.6.2.2
Negotiate Mod-Unique Application ID-Clinician Master File Update to Lab

8.6.2.3
Negot Mod-Unique User ID Across Systems-Clinician Master File Update to Lab

8.6.2.4
Identify Code Values/Translations - Clinician Master File Update to Lab

8.6.2.5
Identify Translation Requirements of Messages/Segments - Clinician Master File Update to Lab

8.6.3
Complete Final Specification-Clinician Master File Update to Lab

8.6.4
Obtain Clinician Master File Update to Lab Spec Signoff

8.7
Lab Orders/Results TO Clinical Data Repository Specification

8.7.1
Identify Messages/Trigger Events - Lab Orders/Results to Clinical Data Repository

8.7.2
Negotiate Modifications

8.7.2.1
Negotiate Mod-Unique Patient ID-Lab Orders/Results to Clinical Data Repository

8.7.2.2
Negotiate Mod-Unique Encounter ID-Lab Orders/Results to Clinical Data Repository

8.7.2.3
Negotiate Mod-Unique Filler/Placer Nbrs-Lab Orders/Results to Clinical Data Repository

8.7.2.4
Negot Mod-Unique User ID Across Systems-Lab Orders/Results to Clinical Data Repository

8.7.2.5
Identify Code Values/ Translations - Lab Orders/Results to Clinical Data Repository

8.7.2.6
Identify Translation Requirements of Messages/Segments -Lab Orders/Results to Clinical Data Repository

8.7.3
Complete Final Specification - Lab Orders/Results to Clinical Data Repository

8.7.4
Obtain Lab Orders/Results to Clinical Data Repository Spec Signoff

8.8
Synchronization of Test/Procedure Directories for Orders/Results FROM Lab - Analysis

8.8.1
Pathology

8.8.2
Laboratory

8.8.3
Microbiology

8.8.4
Blood Bank

8.8.5
Outsourcing

8.9
Lab Orders FROM Clinical Data Repository Specification

8.9.1
Identify Messages/Trigger Events - Lab Orders FROM Clinical Data Repository

8.9.2
Negotiate Modifications

8.9.2.1
Negotiate Mod-Unique Patient ID-Lab Orders FROM Clinical Data Repository

8.9.2.2
Negotiate Mod-Unique Account ID-Lab Orders FROM Clinical Data Repository

8.9.2.3
Negotiate Mod-Unique Encounter ID-Lab Orders FROM Clinical Data Repository

8.9.2.4
Negotiate Mod-Unique Filler/Placer Nbrs-Lab Orders FROM Clinical Data Repository

8.9.2.5
Negot Mod-Unique User ID Across Systems-Lab Orders FROM Clinical Data Repository

8.9.3
Identify Code Values/Translations - Lab Orders FROM Clinical Data Repository

8.9.4
Identify Translation Requirements of Messages/Segments - Lab Orders FROM Clinical Data Repository

8.9.5
Complete Final Specification - Lab Orders FROM Clinical Data Repository

8.9.6
Obtain Lab Orders FROM Clinical Data Repository Spec Signoff

8.10
Synchronization of Test/Procedure Directories for Orders TO Lab - Analysis

8.10.1
Pathology

8.10.2
Laboratory

8.10.3
Microbiology

8.10.4
Blood Bank

8.11
Detail Designs

8.11.1
 Interface Engine Detail Design (Communication Managers, Queues, etc)

8.11.1.1
Detail Design Walk-through

8.11.2
Lab System Interface Detail Design (for SW development/configuration)

8.11.2.1
Detail Design Walk-through

9
SOFTWARE DEVELOPMENT

9.1
Configure Purge/Security

9.1.1
Test Purge

9.2
Configure LAB Interfaces

9.2.1
Configure LAB I/F - Lab System

9.2.2
Configure LAB I/F - Ordering System

9.2.3
Configure Communication Managers-LAB

9.2.3.1
One for each LU6.2 connection (e.g., ADT, Patient Demographics, Clinician Master File Update)

9.2.3.2
One for each TCP/IP connection (e.g., Clinical Data Repository)

9.2.4
Configure Translation Rules

9.2.5
Configure Routing Rules

9.2.6
Configure Queues and Associated Managers

9.2.7
Update Clinical Data Repository DB Tables

9.2.7.1
Update Procedure Directories with Lab Services

9.2.7.2
Update Locations

9.2.7.3
Update Clinicians

9.2.7.4
Update Other?

9.2.8
Migrate Lab  Interface from Development to Test Environment

9.2.9
Develop LAB Transaction Test Plan

9.2.10
Unit Test Interfaces

9.2.10.1
Test Communications

9.2.10.2
Test Transactions

10
TESTING

10.1
Develop Test Interface Scenarios

10.1.1
Develop ADT Scenarios

10.1.2
Develop LAB Status/Result Scenarios

10.1.3
Develop LAB Orders Scenarios - In and Out

10.1.4
Include Interface Scenarios in Integration Test Plan

10.2
Integration System Test

10.2.1
Develop Integration Test Plan

10.2.2
Obtain Integration Test Plan Signoff

10.2.3
Conduct Integration Test

10.2.4
Document Problems/Resolution

10.2.5
Obtain Integration Test Results Signoff

10.3
Performance/Stress Testing

10.3.1
Develop Performance/Stress Test Plan

10.3.2
Obtain Performance/Stress Test Plan Signoff

10.3.3
Conduct Performance/Stress Test

10.3.4
Document Problems/Resolution

10.3.5
Obtain Problem/Resolution Signoff

10.3.6
Obtain Performance/Stress Test Resolution Signoff

11
POLICIES AND PROCEDURES

11.1
Develop IS Operational Procedures

11.1.1
Develop File Maintenance Procedures

11.1.1.1
Shutdown

11.1.1.2
Start Up

11.1.1.3
Error Reporting

11.1.1.4
Develop Log Sheets

11.1.1.5
Support

11.1.1.5.1
Daytime

11.1.1.5.2
After Hours

11.1.1.6
Message Rejection/Re-entry

11.1.1.7
Downtime

11.1.1.8
Virus Protection

11.1.2
Develop Migration Procedures

11.1.3
Develop Backup/Recovery Procedures

11.1.3.1
Interface Engine

11.1.4
Assemble Operational Procedures Book

11.1.5
Lab Policies and Procedures

11.1.5.1
Gather Existing Policies and Procedures

11.1.5.1.1
Downtime

11.1.5.1.2
Any others??

11.1.5.2
Test All Procedures

11.1.6
Lab Policies and Procedures - Signoff

12
TRAINING

12.1
Develop Training Plan/Approach

12.2
Develop Training Materials

12.3
Execute Training Plan

12.3.1
Schedule Training

12.3.2
Conduct Operational Training

12.3.3
Conduct Support/Maintenance Training

13
IMPLEMENTATION

13.1
Implementation/Migration Strategy

13.2
Go Live Plan

13.3
Final Migrations

13.4
Activate Interfaces

13.4.1
Activate Interfaces

13.4.2
Readiness Review 

13.5
Go Live

13.6
Post Implementation 

13.6.1
Plan Support Coverage

13.6.2
Provide Support

13.6.3
Do Performance Tuning

13.6.4
Obtain Implementation Signoff

13.6.5
Turnover Help Desk Support

14
TECHNOLOGY TRANSFER

14.1
Development of Technology Transfer Model

14.2
Release/Change Management Activities

14.3
Security Audit Activities

14.4
Due Diligence Check List

15
DEPENDENT ACTIVITIES

15.1
Lab System Test Node Install

15.2
Hardware Upgrade(s) (if any)

15.3
New Lab System Release (if any)
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